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Introduction 

1. New non-volatile memory (NVRAM) device offers new 
features such as byte-addressability and non-volatile, 
which offers new opportunities for fault tolerance.   
 
2. Current hardware architectures do not support natively.  
 
3. This paper proposes a new process model that relies on 
NVRAM to achieve fault tolerance natively. 
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Process model 

A new intermediate layer that abstracts underlying 
hardware resources and redefine the process running 
model. 
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Running model 

Versionize all process data and rely on version number to 
achieve consistent update of any data. 
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Memory management overhead 
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Overhead of achieving fault tolerance  

Front In
form

 Technol E
lectro

n Eng



Conclusions 

1. This paper proposed versionized process, a new 
process model for fault tolerance based on NVRAM.  

2. New process model to help reorganize all process 
data in NVRAM. 

3. Running model which relies on version number to 
make consistent update of process data. 

4. Fine-grained fault tolerance achieved with little 
overhead. 
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